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Abstract 

This study indulges into the motivation of constructing an Artificial Intelligence Strategy for 

Pakistan’s Draft National AI Policy. It shed lights between two Grand AI Strategies of the 

United States and China showcasing their guiding principles, ideology and implementation 

methods. Drawing on the newly released Draft National AI Policy by the Ministry of 

Information Technology and Telecommunication, the study seeks to identify loopholes and 

shortcomings shaping the country’s roadmap towards a competitive posture in this 

technological era. The study focuses on two superpower’s AI policy in hopes to seek learning 

lessons for Pakistan. By examining the National Artificial Intelligence Initiative (USA) and 

New Generation Artificial Intelligence Development Plan (China), we investigate the influence 

of AI in the National Security Prism and its pivotal role. The study reveals that the Draft 

National AI Policy of Pakistan is missing the essence of Strategy and clarity in implementation 

roadmap. The research contextualises these findings within the national security dynamics 

providing insights into military, economical and informational dynamics. Keeping Pakistan’s 

history, strategic culture and national power in mind, this study contributes to a deeper 

understanding of Strategic focus in AI Policy. In addition, it provides valuable insights for 

shaping an effective strategy plan in the context of Pakistan. 

Keywords : AI (Artificial Intelligence) , National Security , United States , China and Pakistan
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Chapter 1 : Introduction 

In  May,  2023,  the  Ministry  of  Information  Technology  and  Telecommunication  of  Pakistan 

published the country’s first Draft National Artificial Intelligence Policy document. The policy addresses 

a broad spectrum of National Targets under four pillars to achieve Artificial Intelligence superiority.  

Centred on the idea that the objective of National AI Policy is to place Pakistan in a competitive position  

to ensure AI integration keeping global trends in mind. Distancing away from the traditional approach to 

national security, this study highlights the need to augment AI into all spheres of national security. In  

articulating economic and human security as the central pillar, this research emphasises the AI Strategy 

as one of the avenues to make the National AI Policy successful and strengthen the country’s economic 

muscle. 

This study looks at the concept of Strategy in Pakistan’s context, broadening the definition of 

Implementation mechanism, and suggesting time-frame phases to complement the National AI Policy.  

Taking the  Draft  National  AI  Policy as  a  mere  starting point,  the  study seeks  to  generate  a  subtle 

discourse on AI Strategy and what it will mean for Pakistan. 

This study is divided into four main parts. The first section deals with the concept of National 

Security alongside Artificial Intelligence. In doing so, it refers to how Artificial Intelligence plays a  

pivotal role in the National Security Paradigm. The second section deals with the Artificial Intelligence 

Policy of the United States decoding the thought process behind its construction and implementation 

method.The third section deals with the Chinese Strategy to AI Integration in their respective society 

highlighting important elements and lessons for Pakistan. The final part discusses the status of AI in 

Pakistan unfolding the loopholes in the Draft AI Policy and stresses upon constructing a National AI 

Strategy for successful implementation. It lays down recommendations for the Pakistani Leadership. 
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1.1 Introducing Artificial Intelligence and National Security 

Artificial Intelligence (AI) is swiftly becoming a field of technology that is catching attention of 

policy makers, defence-based think tanks, investors and international intellectuals. The recent initiatives 

by various governments around the world have evidenced the importance of AI integration. In order to 

understand the concept behind such remarkable technology, it is vital to study through the definition of  

Artificial Intelligence. Intelligence in simple terms means the ability to learn and perform certain actions 

to achieve an objective (Stanford University,2020). On the other hand, Artificial Intelligence (AI) which 

is a term coined first by John Mcaarthy (1955) defines AI as the process of making machines smart so 

they may behave like humans (Stanford University,2020). For instance, teaching them the game of chess 

and being able to play with them. There are certain components that are involved under the umbrella of  

Artificial Intelligence.To begin with Machine Learning, it is part of AI that is equipped with learning  

from data or experience to be able to improve knowledge. Another component of AI is Deep Learning or 

the usage of neural networks which are often usable from small data to big data. Within this backdrop 

lies the art of algorithm which is a step by step written process done by a computer programer to perform 

the act  of intelligence.(Stanford University,2020).  Generally AI programs focus on certain cognitive 

skills which are learning, reasoning, self-correction and creativity (Techtarget, 2023). 

If we study the definition of AI from a perspective of why it is being integrated by governments 

in the first place, the National Defence Authorization Act (2019) is a distinguished document to start 

with. The definition of Artificial Intelligence is given in extensive steps which includes the performance  

of tasks without supervision of human sight. Secondly, task performance consists of planning, learning 

and communication which is designed to act like humans. What this indicates is that cognitive steps are 

the essence of Artificial Intelligence with the core element of rationality. All of the above mentioned 

components of AI fall under the Narrow AI category. 

Although the field of AI research began around 1940’s, the sudden interest rose in 2010 due to 
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the  availability  of  big  data  sources,  machine  learning  approaches  and  computer  processing  power 

(Artificial Intelligence and National Security, Congressional Research Service, 2020).The usage of AI 

can be found in civil and military. The significance behind the usage of AI is quite simple. It performs  

actions for human beings quicker and better. For instance locating cat videos on youtube through image 

algorithm settings. According to an Accenture report, AI significance depends more on what it enables  

one to do. It provides efficiency, accuracy, intelligent decision making which mainly gives a competitive 

advantage. As Bellman (1978) puts it best ‘It is a system that thinks like humans’. 

The usage of Artificial Intelligence in the world is essential due to solving complex problems 

instantly. Sections of society such as the industries, healthcare and finance are prominent examples of 

how AI technology is able to contribute to their enhancement (Neha Saini, 2023).To cite an example, AI 

is being used to stop card fraud which is done through using bots hence what AI does to block this scam 

is, it uses an algorithm that can detect such actions (Datadome). This proves that there is no human 

requirement  necessary  during  the  scouting  of  scam thus  making  it  a  classic  enabler.  Secondly,  AI  

powered  customer  service  is  another  example  of  common  usage  of  this  technology  that  provides 

efficiency and productivity (Meagen,2019). In addition to the customer service, AI is also being used in 

various businesses to provide safety for the customers. For evidence, Motive (Formerly Keeptruckin) 

sells AI Dash Cams to Fleet Managers across the United States and Canada to make sure road safety is  

observed with protection of drivers (Hitch,2023). Lastly, when it comes to the education sector, AI is not 

far from integrating itself among students. The Chatgpt phenomena recently have taken social media by 

storm.This AI based software interacts with humans by answering your queries from conducting market 

surveys to producing quality content (Sandip University). It has proven to be cost effective and most  

importantly saves time. All in all, the usage of Artificial Intelligence in different social settings have 

proven to be favourable. 

One of  the  distinguished discussions  in  the  field  of  international  relations  is  the  concept  of 

National Security. Throughout history we have seen empires, nation-states and individuals declaring war 

in the name of threat to national security. National security is a term 

often referred to a plethora of elements that is crucial for survival for a country. Security is a contested 
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claim. Different views claim that Security is seen through individual to national to international and 

global level (Baylis,2017). It is also seen from different approaches, for instance the realist school of 

thought  emphasis  on  maximising  military  power  while  the  liberal  school  of  thought  focuses  on 

international cooperation to attain security. Nevertheless, National Security has evolved over time. It has  

gone from a basic traditional approach to a non-traditional approach. Farhan and Nadeem (Introducing 

International Relations,2023) argue that National Security has become a multi-pronged subject. Similar 

to Barry Buzan thesis on multi-faceted concepts. From military oriented to now political, social and  

economic focused as well.Kim Holmes (2015) argues further by stating that human security, political 

security,  environmental  security  and  cyber  security  fall  under  the  notion  of  National  security  and 

governments around the world have prioritised each according to their national power. Thus, there is no 

uniform definition of National Security as it is an evolving principle. However, National Security is  

close to an area or a space that is greatly important for nation-states. Through this space, strategies and 

policies are made to protect it. Currently in this space, AI technology is placed. 

Since it has been established that National Security compromises not only military security but  

other aspects such as human, political and economic security, Artificial Intelligence on the other hand 

plays the role  of  catalyst  in  all  of  the above domains mentioned.  Considering AI offers  efficiency, 

productivity  and  time-saving,  it  can  strengthen  the  domains  of  National  Security.  Ryan  Laverick 

(Artificial Intelligence and National Security, 2022) writes that there are three main dimensions that are  

more likely to be impacted by AI. They are military, informational and economic superiority. In terms of  

military, defence strategies are highly influenced by AI since it can predict threats. For example, Israel  

usage of the Gospel (AI recognition device) against threats in Gaza (Aljazeera, December 9). Moreover, 

when it comes to economic superiority. Allen and Chan (2017) have found that AI can lead the new 

industrial revolution since it offers autonomous results from automation. The economic output it can 

offer is substantial. In regards to informational superiority, AI can gather data and process it without 

human interaction for the purpose of intelligence gathering. For example, Patrict Tucker (2021) states 

that the role of human beings going through intelligence gathering at CIA offices have been replaced 

with AI-instructed machines which are far more efficient. Therefore, Artificial intelligence plays a 

significant role in the National Security domain due to its exceptional contribution in securing that 

distinguished space. 
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1.2 Artificial Intelligence usage in National Security Strategy 

Kim R. Holmes (2015) states that there are key elements that serve as a requirement when a  

National  Security  Strategy  document  is  made.  These  elements  play  the  role  of  chronological 

prioritisation. Preserve, Maintain, Guarantee, Exert, Dedicate. Focus and Ensure are the seven vital  

steps  that  should  be  considered  while  constructing  a  national  security  strategy.  The  label  itself 

indicates that these are stages on a spectrum towards achieving the goal of the document. Similarly, the 

role of Artificial Intelligence in National Security Strategy is essential due to the implications it has to  

offer. Bipartisan Policy Center (2020) have highlighted areas that AI can bring massive change to. 

Starting with intelligence, AI can be useful because of the sensors and data storage availability. It can  

detect  patterns,  identify  anomalies  and  most  importantly  provide  insights  for  important  decision 

making. Similarly, logistic and sustainability wise, AI applications can enhance the functionality and 

personnel involved. What this reflects is that AI in National Security Strategy offers technical progress 

specifically on the Machine Learning front and enhances operational level of war. Micheal Horowitz 

states that it is the ultimate enabler in the National Security paradigm that needs serious examination. 

From the strategic point of view, Mara Karlin (Brookings, 2018) states that AI impact on the 

National Security Strategy is at three level; Diagnosis, Decision-making and Assessment. Diagnosis is 

responsible for understanding the strategic landscape in terms of regional and global. Decision-making 

involves the strategic employment of national power according to the nation’s values and principles.  

Assessment is all about rethinking and revisiting decisions taken above inorder to make better steps. 

No doubt, AI offers both opportunity and challenges in the National Security paradigm. However, it  

can be optimised if strategically thought through.This involves a plan of action and defined objectives.  

When  it  comes  to  different  levels  of  strategy  which  are  tactical,  operational,  theatre  (state)  and 

technical, AI perfectly fits into all creating a Grand Strategy for the state to pursue safekeeping of a 

nation as a whole. 

1.3 Objectives of the Study 

The objectives are multi-pronged. The three basic aims of this research study are: 

1. To understand the importance of Artificial Intelligence viz-a-viz National 
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Security. 

2. To Analyse the Artificial Intelligence Strategy of the United States and China. 

3. To fill in the vacuum of missing AI Strategy for Pakistan by 

suggesting/recommending a way forward and deriving learning lessons for our 

military and political leadership. 

1.4 Rationale of the Study 

The logical justification behind this study is to understand why integration of AI into the spheres 

of National Security plays a crucial role.Furthermore, studying comparatively the AI Strategy of the 

United States and China will provide us a roadmap behind the thought process of such strategies.This  

will further assist in constructing a National AI Strategy blueprint for Pakistan considering the domestic 

dynamics.  Artificial  Intelligence  is  identified  as  the  leading  tech  in  the  current  fourth  Industrial  

Revolution. It has brought human intelligence into the machine learning process to conduct tasks on 

behalf  of  an individual  with  a  built  in  system.Today AI  is  what  the  steam engine  was in  the  first 

industrial  revolution.  The  above  mentioned  objectives  are  important  to  achieve  because  Artificial 

Intelligence is a technology that can manipulate and transform the socio-economic sphere of national 

security. Secondly, analysing the AI Strategy of the United States and China will help us understand as  

to why there was a need to construct a strategy in the first place? What was the thought process behind 

this formulation and road map in integrating this tech in the society? This clearly indicates that both rival  

powers are in the race towards AI Superiority which makes us understand the need for studying both 

strategies to enable ourselves with knowing the significance behind formulating an AI Strategy. In this 

backdrop, achieving the last objective of this research study is equally important as it reflects the purpose 

of doing research in the first place. With the current global trend in emergence of AI, Pakistan must 

equip itself with an Artificial Intelligence Strategy to fully safeguard its National Security.Historically, 

Pakistan has been weak in achieving certain national goals due to lack of ‘how’ path. The country’s 

leadership  understands  the  why  and  what  part  however  the  how path  is  yet  to  be  uniform by  all 

stakeholders and understood wholeheartedly. 

1.5 Significance of the Study 
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It is vital to understand that Artificial Intelligence plays a pivotal role in safeguarding National  

Security. This technology can easily coerce the dynamics of established national security. Nadya (2021) 

further  encapsulates  that  the  technology of  AI  can benefit  any sector  of  the  society  that  can bring 

significant  advantage  to  a  country  such  as  the  automatic  customer-services  offered  on  e-commerce 

platforms. Similarly, when it comes to the role of AI in National Security Strategy making, Bipartisan  

Policy (2020) states that the United States Federal government identifies AI as a pivotal technology 

which  will  play  a  key  role  in  enhancing  National  Security.Thus,  this  formulation  is  built  within 

consideration of the complex international geopolitical environment and to make sure it has a key role  

with  the  relevant  stakeholders.Similarly,  Chinese  leadership  understands  the  importance  of  AI.  For 

instance, Jinghan Zeng (2022) states that China is planning to lead the race of AI by 2030 with their AI 

National Strategy by placing important principles forward in the implementation road map. In contrast,  

Pakistan lacks a National AI Strategy and an integration framework. Studying the two strategies of rival  

powers from different schools of thought will help us recommend an AI strategy according to the local  

dynamics. Although recently Pakistan has come out with Draft National AI policy under the vision of  

Digitalisation  Transformation,  it  still  lacks  the  epicentre  for  AI  transformation.  Thus,  achieving 

objectives of this research will help us understand step-by-step the importance of AI integration in the 

National Security domain. 

1.6 Hypothesis 

Formulating a strategy for integration of Artificial Intelligence into the National Security 

dynamics of Pakistan can take the country into a positive trajectory. 

1.7 Research Problem 

The area of concern in this research study is to understand how crucial Artificial Intelligence 

integration is in the National Security realm. Emerging technology plays an acute role in determining the 
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future trajectory of a nation-state. Industrialization is a classical example of such embracement. The role 

of AI in today's world challenges the established geopolitical settings. .Conceptualising the AI Strategy of 

the United States and China collectively will help us understand as to why nations are formulating such 

strategies and how can it shelter National Security. Thus, to stay relevant with emerging trends, Pakistan 

should generate  a  strategy to  integrate  Artificial  Intelligence into the political,  economic and social 

spheres. 

1.8 Methodology 

This research will be purely based on qualitative data. Research is exploratory in nature. The data 

collection  method  will  stem from secondary  sources.  Secondary  sources  will  be  based  on  multiple 

authors who are experts in the field of National Security and how emerging trends such as AI affect its  

paradigm. Understanding different  points  of  view in terms of why and how AI Integration into the 

domain of  National  Security  benefits  the  nation-state  will  help  us  understand holistically.  The data 

analysis method will be based on Discourse Analysis.The conceptual definition of this method is to 

understand the language and sociological context of a specific text given in research. While on the other  

hand, the operational definition is how the context in the given text is applicable in ground reality. 

Regardless, Discourse Analysis reveals the purpose and motivation behind a written piece.The steps 

towards such research is quite simple.Firstly, you come up with research questions. This is followed by 

collecting data that can help achieve your objectives and answer your research questions. Once the data 

has been collected, it must be studied (coded) and relevant patterns or context must be extracted from it. 

Now that the relevant material is available, analysis and interpretation of that material must be carried 

out. Lastly, summarization of the findings takes place eventually leading to filling a research gap and  

contributing in the academic field. Similarly, this research will follow the steps mentioned 

above. We will try to understand the pattern between Artificial Intelligence and National Security 

within the current literature available. 

1.9 Research Questions 
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1. What is the importance of Artificial Intelligence viz-a-viz National Security? 2. Why is there a 

need for an Artificial Intelligence Strategy for the US and China? 3. What lesson can Pakistan 

derive from the two AI Strategic Frameworks? 

1.10 Theoretical Framework 

The word Strategy is often used in public discourse. It refers to a state policy most of the time. A 

state  policy  however  comes  in  shape  when  leadership  decides  to  securitize  the  established  goal.  

Achieving security on the other hand refers to freedom from threat inorder to keep internal image and 

function factor intact. National security is a relationship between Man, State and International System 

(Waltz,1979). In International Relations discourse, there are two main theories clashing when it comes to 

Security. The Realist School of Thought base their argument on self-help due to the nature of man and 

anarchic structure of the international system. In contrast, Liberal School of Thought has an optimistic  

approach by arguing that  the nature of man is good and the international anarchic structure can be 

addressed  through  collective  security  in  the  form  of  international  institutionalism,  economic 

interdependence  and  democratic  peace  theory.  Despite  both  schools  contradicting  one  another,  the 

security dilemma still exists among nation-states.Barry Buzan (Copenhagen School of Security Studies) 

takes the debate of security outside the traditional approach. He argues that the reality of security has 

changed  from  traditional  to  multi-faceted  approach  (People,  States  and  Fear,1983).  These  include 

military,  political,  social,  environmental  and economic.  In addition,  Buzan states that  each sector is  

prioritised  according  to  the  state's  preference  or  national  power.  This  is  called  the  option  of 

Securitization (Globalisation of World Politics, 2017). In this backdrop, countries who have holistically 

focused on all domains of security have managed to stay ahead. Thus, Artificial Intelligence has become 

an important component in technological advancement that affects all the facets of security. 

Artificial Intelligence plays a pivotal role in enhancing the Buzan Model of National Security. 

For instance, this technology can empower the sector of politics in terms of rebooting democracy. Polly  

Curtis (Living with AI, 2023) states that AI could be trained in a way to verify information that is passed  

down to people from their respective political leadership. However, this untapped technology is not only 

limited to the political sector of National Security but also creates potential in the economic sector too. 

Majority of  studies have shown that  Artificial  Intelligence technology has a  significant  impact.  For  
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example,  Accenture,  which  covers  12  developing  economies,  states  that  due  to  Artificial 

Intelligence,these  countries  will  generate  more  than  0.5% of  the  world's  economic  output  by  2035 

(EPRS,2019). AI could double the economic growth rate. 

Furthermore,  AI equally plays a crucial  role in empowering the society.  Amerjit  Sen (2023) 

indicates this reason through arguing that AI has brought the wave of automation where approaches to  

health sectors and workforce have changed. This has contributed drastically in efficiency and is cost-

effective. Lastly but not least, AI has contributed strongly to the Military sector. It has led countries to  

develop autonomous machines to eliminate enemies. For evidence, NSTXL states that AI is reducing 

gaps  in  Military  from the  administration  perspective  making  the  surveillance  usage  more  safer  for 

personnels. What is evident is that Artificial Intelligence is greatly influencing different fields of national 

security paradigm.Countries like the United States and China constructed an AI strategy to utilise this  

advancement to their benefit.  Pakistan should also securitize AI Strategy to equip all of its relevant 

national security domains to stay relevant and benefit from it. 

Conceptual Model : How AI fits into the National Security Paradigm? 

Chapter 2 : Literature Review 

The literature Review will be a systematic literature review which basically means studying on 

multiple secondary sources and deriving the objectives of this research. After going through 24 Research 

Journals, 18 Government documents, 7 Books and 47 newspaper articles, only 44 secondary sources 

have come in use.  These 44 mix sources have supported the rationale and somewhat  answered the  

research questions and objectives very closely. However, it should also be clear that there is a research  
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gap of current available literature when it comes to how Pakistan can learn from AI Strategy. 

2.1 National Security 

Kim R.Holmes (2015) defines National Security as safekeeping a nation as a whole. According 

to the National Security Strategy document of the United States, National Security scope can be attained 

while  making  sure  certain  elements  are  in  check.  These  elements  are  preservation,  maintenance,  

guarantee, exertion, dedication, focus and ensuring. What this means is that National Security consists of  

protecting the functionality of the state and keeping up with the global affairs. National security is an 

evolving phenomena that changes over the course of time due to dynamics of the global affairs and 

securitization priority of the state itself. The Security paradigm has evolved dramatically in recent times.  

Nation-States have transitioned from traditional security to non-traditional security that includes human 

security, water security, etc. Due to the changing security paradigm, regions such as the European Union  

have  constructed  a  strategy  under  the  concept  of  ‘Dual  Use’  to  succeed  in  the  new  established 

geopolitical landscape (knowledgy4pol,EU).In this backdrop, different schools of thought believe that 

this transition will be embraced with different attitudes. For instance, the Paris school of thought which 

is a similar trend to constructivism states that securitization of different domains of national security is 

the  result  of  the  field  effect  which  in  this  case  might  be  domestically,  regionally  and  globally  

(Zaria,2016). While on the other hand, Copenhagen School of Thought emphasis on the securitization of 

all sectors of national security. Barry Buzan (People, States and Fear, 1983) also supports the notion of 

multi-faceted  national  security  which  the  country  shall  pursue.If  history  can  prove  the  evidence  of 

transition from traditional to non-traditional security then during the cold war era, 

this rise of Nuclear Arsenal for strategic deterrence played a vital role in securing national security. Over  

a period of time, technology is playing a similar role and protecting cyberspace became a matter of  

priority  for  nation-states.Thus,  Artificial  Intelligence at  present  is  becoming what  Nuclear  Weapons 

were, a strategic deterrence leading countries around the world to construct an AI Strategy to integrate 

this automation tech in national security domains. 

John  Baylis  (The  Globalisation  of  World  Politics,  2020)  states  that  Security  is  a  debatable 

concept.  It  has  developed  overtime  from  traditional  to  non-traditional  security.  Although,  there  is 

uniformity in agreeing with the notion of freedom from threat,  the main contest point is whether it  

should be based upon individual, nation, international or Global. Despite the fact that security has been  
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broadened beyond military consideration, another dilemma within this aspect is whether it should be 

pursued solo or as a region. Examples such as the European Union have shown support to collective 

security however on the other side the disintegration of the Soviet Union suggests otherwise. There are  

different views on National Security when it  comes to International Relations academia. The realist  

school of thought believes that due to the anarchic system of the international arena, the state must 

protect itself from all harm while on the other side of the coin liberalism contradicts this by stating that 

cooperation  can  lead  to  collective  security.  Nevertheless,  this  creates  a  space  for  security  dilemma 

among nation-states thus Security or rather National Security depends upon how a country pursues it 

according to their historical strategic culture and leadership. 

Karen  Mingst  (2001)  further  takes  the  debate  of  national  security  from  a  philosophical 

perspective. The author mentions Thucydides' opinion on security as the sole reason behind nation-states 

maximisation of domestic power to safeguard their own national security. A state seeks its security by 

increasing their  own domestic  capabilities  which includes  strengthening their  economic muscle  and 

investing in innovation. Thus, this leads to attaining the current domestic power known as Artificial  

Intelligence followed by a strategic roadmap to integrate it into the domains of National Security. 

2.2 Artificial Intelligence and National Security 

Artificial Intelligence threatens established geopolitical dynamics (Laverick,2022). According to 

the Department of Defence (USA), AI influences all sectors of society, especially political, economic 

and military. Its impact is as important as the Industrial Revolution which brought sweeping changes in 

the  structure  of  economic  and  social organisation.  Similarly,  AI  will  bring  changes  in  the  socio-

economic paradigm. Yuval Harari (2017) further states that the revolution within AI technology will 
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drastically  bring  change  in every  line  of  work  in  terms  of  creating  new  opportunities  alongside 

challenges. These challenges include outperforming doctors and engineers due to the rise of algorithms. 

Artificial Intelligence has also been categorised as a disrupted technology which promises to 

affect  the  ever  changing  realms  of  national  security,  geopolitical  interaction,  and international 

competition (Laverick, 2022). A prominent International Scholar and West Point US Air Force Major 

Micheal Duda (2021) writes that  disruptive technology changes the primary means by which actors 

compete. What this means is that Artificial Intelligence changes the practices in the public domain. For 

instance the shift from normal key passwords to facial recognition. Such changes affect three fields in 

particular. According to Allen and Chan (2017), the future of progress in AI will have the advantage of 

bringing dominance under the national security domain in military, economic and information.These 

three domains pointed out by Allen and Chan play pivotal role in national security domain because it 

enables states to achieve advantages onto a new path of geopolitical dominance. Artificial Intelligence 

can benefit the military in strategic or tactical planning of autonomous defence systems. Secondly, AI 

can boost the economic sectors through placing autonomous systems in place for production such as 3D 

printing. Lastly, information superiority can be achieved through AI in terms of collection and analysis 

of data within a matter of seconds. Thus, maintaining political edge in geopolitical competition. This 

disruptive  technology can help ensure  national  security  in  this  changing environment  for  countries. 

Ignorance towards adopting these new realities can hinder national security. The United States and China 

have both constructed an AI Strategy to reap benefits from this tech and stay ahead of one another. 

2.3 Artificial Intelligence Strategy of US 

Laverick (2022) argues that leading the race of AI superiority is vital for the American National  

Security paradigm. The author argues that AI will disturb the social reality of national security, geo-

polticial relationships and the international environment.This technology will allow countries to grow 

their  effectiveness  in  multiple  domains  such  as  military  or  economic  making  it  a  crucial  part  of  

constructing national strategy. The National Artificial Intelligence Act (NAIA, 2020) was made with the 

purpose to ensure United States leadership in AI Research and Development. Secondly, lead the world in 

developing and usage of trustworthy AI systems. Thirdly, to prepare the current and future workforce of 

the country with AI integration across all parts of society. Lastly but not least, to make sure there is 
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coordination in terms of development among all stakeholders. Within this Strategic document, there are 

seven key points. To start with Prioritization of Artificial Intelligence Research & Development which is 

all  about  sustaining the  lead in  research.  Moving on,  Application of  Artificial  Intelligence into  the 

National Security domains of the country so that it can be leveraged. Moreover, strengthening the AI  

infrastructure which is all about the access of quality data and work. Then the document states about 

promoting international cooperation with global allies for uniform opinion of AI usage. The document 

then echoes about trustworthy usage and training of the workforce to protect  job security (USPTO, 

NAIIA,2022). 

In addition, the United States has also developed strategic documents to justify crucial pillars 

mentioned above. For instance the National Artificial Initiative Research and Development Strategic 

Plan (May,2023) is another document that houses the idea of sustaining the leadership of the US on 

Research. The purpose behind emphasising on the Research and Development is to identify risks. This 

document echoes the key points mentioned above with 9 strategies. The 9th strategy is the latest update  

to this document since 2019. Strategy 1 talks about investments and research in the field of AI. Strategy  

2  discusses  human-based  AI  collaboration  in  terms  of  how it  can  benefit  human  day-to-day  lives. 

Strategy 3 emphasis on ethical consideration of AI in society. Strategy 4 encapsulates the idea about  

safety and secure systems. Strategy 5 talks about openness of AI datasets for the public. Strategy 6  

orients towards measurement and evaluation of AI systems for better utilisation. Strategy 7 reflects the 

need for understanding the workforce demands viz-viz with AI 

developments.  Strategy 8 is about public-private partnerships for better results.  Finally but not least 

Strategy 9  highlights  International  Cooperation  for  AI  research.The  above  sources  indicate  that  the 

United States have been working on Artificial Intelligence Integration from the point of discovery.This is 

what makes them different from the majority of the nation-states. The Biden-Harris Administration is 

committed to working for trustworthy, safe and ethical AI systems that can serve positively for the 

public. 

2.4 Artificial Intelligence Strategy of China 

During  the  year  2017,  the  Chinese  leadership  developed  the  New  Generation  Artificial  

Intelligence Development Plan which is the strategy of integrating AI systems into the society’s setting 



389

(Huw Roberts, 2020). The document simply states that by 2030, China aims to become the world leader 

in AI. The State Council further defined the time-frame of achieving certain goals. For instance by 2020,  

they aim to maintain competition and develop policies. By 2025, the Chinese leadership believes in  

achieving a major breakthrough in terms of AI theory and applications. Lastly, by 2030, they aim to 

become the pivotal place on earth for AI innovation. This development plan aims to hit three key areas  

which are international competition, economic growth and social governance. The Chinese leadership 

believes that through this plan, China can enhance its hands and dominance in the technological front.  

Similarly with the United States initiative, China also plans on partnering up with its private community 

(Vincent Wang, 2020). Moreover, there are basic principles that this development abides by which are 

chronologically placed. Firstly, the AI development plan is based upon the technologically led which is 

all  about  investing  in  the  research  and  development  sector.  System  Layout  is  the  second  guiding 

principle which focuses on application layout of AI into equally depts of society fulfilling the socialist  

system.Thirdly, the market-dominant is the area where market will be prioritised in regards to what AI 

tech should be placed to achieve maximum efficiency. Lastly but not least is the idea of open-source and  

open which echoes the idea of ethical usage between all government bodies and private enterprises. 

Gregory and Allen (2019) have argued that Chinese leadership believes that AI Integration Strategy will 

fully manoeuvre the future trajectory of a country in terms of military and economic power. 

2.5 Status of Artificial Intelligence in Pakistan 

The Ministry of Information Technology and Telecommunication recently came out with Draft 

National Artificial Intelligence Policy (2023) under the Digital Pakistan vision. This document aims to 

place Pakistan in a competitive posture in the current era of IT revolution. However, Aneel Salman 

(2023) states that it has multiple short-comings. He argues that the objectives and goals of the policy  

lack clarity and focus. There is inadequate mention of explicit objectives, coordination and monitoring 

mechanisms. Moreover, ethical consideration which is the current stage of prospect in USA and China 

AI’s Strategy is  a  missing component.  Moreover,  Aneel  (2023) argues that  before integrating latest 

technology  into  the  socio-economic  setting  of  Pakistan,  it  is  vital  to  improve  the  quality  of  IT 
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infrastructure  in  the  country.  These  loopholes  will  hold  back  Pakistan  as  it  will  not  help  in 

implementation.  Despite  the  loophole  mentioned by Aneel,  the  biggest  gap in  Pakistan architecture  

design of Digitising Pakistan with AI is the absence of ‘Strategy’. There is the What part and Why but  

the ‘How’ part seems to be missing. That is known as Strategy or in simple terms the roadmap for 

bringing AI  into  various  sectors  of  the  society.  One of  the  reasons  behind Pakistan’s  political  and 

economic  turmoil  is  the  absence of  strategic  planning which depends on long-term and sustainable 

policies. In this backdrop, Pakistan’s Draft AI policy needs a strategic plan. 

Chapter 3 : Artificial Intelligence and National Security Strategy in USA 

No comfortable historical reference captures the impact of artificial intelligence (AI) on national  

security. AI is not a single technology breakthrough, like a bat-wing stealth bomber. The race for AI 

supremacy is  not  like the space race to the moon.  AI is  not  even comparable to a  general-purpose 

technology like electricity. However, what Thomas Edison said of electricity encapsulates the AI future: 

“It is a field of fields … it holds the secrets which will reorganise the life of the world .” Edison’s 

astounding assessment came from humility. All that he discovered was “very little in comparison with 

the possibilities that appear. 

(National Security Commission on Artificial Intelligence, Final Report, page 7) 
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The quote above epitomises the importance of Artificial Intelligence in National Security. As 

depicted above, AI is not some simple technology, it is an unexplored field within a field that can help 

countries  achieve  evolution.  Hence,  the  United  States  has  constructed  a  strategy  to  utilise  this 

magnificent technology for its socio-economic developments. 

The  National  Artificial  Intelligence  Initiative  of  the  United  States  materialised  through  the 

National  Artificial  Intelligence  Act  of  2020.  This  is  a  comprehensive  document  that  oversees  and 

implements  the strategy for  AI in  the United States.  Its  purpose is  to  make sure  the United States 

leadership continues in AI research and development and constructs trustworthy systems in private and 

public  sectors.  Furthermore,  it  aims to  ensure a  smooth transition of  Artificial  Intelligence into the 

workforce across the board.This initiative consists of six strategic pillars through which the United States 

will lead the AI leadership. 

3.1 Strategic Pillars 

1) Prioritise Artificial Intelligence Research and Development 

Through decades of leading leadership in AI Research and Development (R&D), the US 

have  achieved transformative  technologies  that  have  changed lives,  empowered the  working 

industries and protected holistically the domains of national security. This is the result of solid 

and long-term policies based on ambitious research programs that  have drastically improved 
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front lines of AI. It is important to note that these are not just financially invested ideas but the  

impact of such investments are critically investigated on. The goal of this pillar is to sustain the 

leadership of the United States in AI R&D. This will be carried out via generating new avenues 

that  can contribute  to  economic security.  To further  solidify  this  cause,  the  government  has 

issued an AI Strategy Plan Document that outlines the implementation roadmap which includes 

an AI portal for researchers/contributors, progress report and National AI research institutions 

around the country. 

2) Strengthen AI Research Infrastructure 

For AI to function at its full capability, high quality of data, models and computational 

resources are required. The Federal Government is investing in such resources to benefit the 

Nation’s  AI  R&D sector.  In  doing  so,  this  will  expand  the  pie  of  experts,  researchers  and 

industries  which  will  participate  in  this  evolution  and  contribute  immensely  in  the 

competitiveness of the country. This will provide equal growth in the AI field and will equip the 

nation with application knowledge. The goal of this pillar is to maintain safe,secure and private  

AI Architecture. The National AI Research Resource Task force scope is to maintain measures 

mentioned above. 

3) Advancing trustworthy AI 

One of the main goals of the National AI Initiative is to ensure that the United States  

constructs a framework for trustworthy use of AI in public and private sectors. As the country 

deeply follows the values of freedom, human right advocacy, rule of law, right to privacy and 
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ensuring  the  opportunity  to  pursue  dreams.  In  order  for  AI  technologies  to  be  trustworthy, 

features  such  as  accuracy,  explainability  and  interpretability,  privacy,  reliability, 

robustness,safety should be promoted and security against attack is mitigated. Fairness during 

deployment should be considered as equally important. The goal of this pillar is to gain social 

trust and confidence in order to fully embrace the integration of Artificial Intelligence. Initiatives  

such as Risk Management Framework and Privacy-Enhancing Technologies are steps to make 

sure that there is ethical usage of AI. 

4) Train AI-Ready Workforce/Education 

For the United States, labour is a national asset. The advancement in today’s technology 

is slowly changing the nature of work. This causes opportunities and challenges for a worker. 

The more progress there is in the development of AI, the more benefits the country will reap 

through creation of jobs and opportunities at innovation. This will help with productivity in the 

country.However, Automation has caused eeriness in losing jobs and gap between occupation 

and skill set. To fully equip the workforce, the Government is making sure that schools, colleges 

and workplaces are training their subjects by re-skilling them with this latest technology. 

5) International Engagement 

An  International  ecosystem  that  encapsulates  AI  R&D,  open  market  for  the  US  AI 

Industries and development of an ethical framework for adopting AI is in the interest of the 

United  States.  This  will  help  build  values  and  interest.  The  United  States  is  in  favour  of  

collaboration and partnerships in terms of analytical research and evidence based approach. As 

indicated above, the US believes in freedom, human 

rights, rule of law, etc. To protect these rights, the nations that will use AI Technologies must 

reflect these values and commit to helping the nation. Alongside the global allies, the United  

States aims to collaborate to achieve such goals. 

6) Leverage AI for Government and National Security 
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The primary goal of the United States within this framework initiative is to have the lead 

in usage of AI in its public and private sectors.  Apart from the handsome investment in the 

research and development wing, there are efforts to demonstrate AI across the society. Such 

efforts  are  bringing  remarkable  results  for  instance  in  healthcare,  transportation,  education, 

science, agriculture, weather, etc. This is the result of decades of thought process and action 

which have led to  generation of  new systems/theories  in  AI.  This  will  further  translate  into 

practical  applications.  The essence of  this  goal  is  to  apply Artificial  Intelligence to  improve 

National Security and provisions of government services. 

3.2 Implementation Strategy 

Apart  from the  strategic  pillars  of  the  National  AI  Initiative,  the  United  States  have 

strategically constructed various different bodies within the government to holistically keep the 

communique constructive to achieve the designed goals. For instance, the National AI Initiative 

Office  situated at  the white  house main purpose is  to  be the focal  centre  across  the federal 

government, agencies and industries. Similarly, the Select Committee on AI is in charge of AI 

Research and Development between all the strategic pillars. This committee makes sure that all 

the strategic pillar goals are met among the federal government and concerned desks.Machine 

learning and AI Subcommittee  is  in  charge of  implementation and operations component  of 

Select  Committee  where  AI  Administrators  and  leaders  make  sure  policies  are  at  play. 

Furthermore, the AI R&D Interagency working group is in charge of coordination of Federal AI 

R&D among the 32 participating agencies for supporting the activities ordered by the Select 

Committee  under  the  banner  of  the  pillars  mentioned  above.  The  National  AI  Advisory 

Committee plays a vital role because this department consists 

of  experts  from AI related backgrounds.  These include the Academicians,  industries,  federal 

bodies, etc. They also advise the President on the status of AI and its capability followed by 

recommendations.  The National  AI Advisory committee’s  subcommittee on law enforcement 

provides guidelines for use of AI in law enforcement. This body also advises the President on 

various issues such as data security, privacy rights, adaptability of AI law, etc. Lastly but not 

least, the National AI Research Resources task force is involved in constructing a sustainable 

roadmap  for  AI  Research  in  terms  of  computer  resources  and  data  quality.This  includes 

additional educational tools and user friendly support. Moreover, the US AI initiative has also  
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published strategy documents to further make sure implementation takes place at ground realities. 

For instance,  the National AI R&D Strategic Plan (2023) is  a comprehensive document that  

outlines 9 strategic steps to achieve the full scope of AI Research and Development. What the 

above bodies indicate is that the United States AI Strategy is a whole-of-all government approach 

which is the result of decades of thought process. Giving such importance to a technology means 

that this is a future worth looking at. It is important to also understand that these pillars followed 

by  various  divisions  and  delegations  of  important  tasks  are  supported  through  strategic 

documents. These documents indicate national level steps for the federal government alongside 

relevant stakeholders to achieve the National goal.All these departments and agencies have their 

individual strategy in achieving goals which further contribute to a larger setting of National AI 

Initiative. All together, these documents provide a framework for the US to ensure they have the 

lead on Artificial Intelligence. 

3.3 AI Capabilities of the United States 

In this section, this study will be discussing the Artificial intelligence capabilities of the 

United States in the three aforementioned domains of military, economic and information. This is 

important because it will help readers understand the nature of the AI race between China and the 

United States and its vital need for long term outlook in terms of national security.With regards  

to military AI capabilities, the Americans have invested heavily in sophisticated defensive suits. 

For instance, the Congressional Research Service report (2020) indicates that the US military is 

looking into developing AI applications for a range of military functions 

such as the concept from semi-autonomous to autonomous vehicles. Project Maven is another 

prime initiative where AI is being used to identify insurgent targets in Iraq and Syria. From a 

broader perspective, the ‘Sea Hunter’ built by the US Navy further encapsulates the idea of 

autonomously navigation in open seas. The lethal autonomous weapons systems (LAWS) is a 

special class of weapons that consists of sensor suites, computer algorithms and destroy a target 

without  any  human  control.  This  will  help  the  military  in  regions  where  there  is  a  

communications  problem.  Apart  from  these  projects,  the  Department  of  Defense 

(Memorandum 2020) which is part of the NAII issued out ethical principles to materialise the 

projects  above to build a  trust  among the civil  society.  These are responsibility,  equitable, 

traceable, reliable and governable. 
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In terms of economic AI capabilities, the United States has gone through a greater 

progress in comparison with other two domains. This is because the usage of AI is in every  

aspect  of  society,  from AI  powered  advertisements  to  installed  algorithms  in  autonomous 

vehicles. Paul Oh (2019) states that the private sector has welcomed AI with a positive attitude 

as  the  majority  of  banking  and  financial  industries  have  set  up  virtual  assistants  to 

accommodate  as  many  customers  as  possible.  For  instance,  Sam  Daley  (37  AI  examples 

shaking up business across industries, 2023) states that AI-powered robots have been taking 

complex tasks of humans and performing them remarkably.  Hanson Robotics is  building a 

robot for commercial and consumer markets called Sophia which is going to perform advanced 

social-learning tasks. This is perceivable that the future social learning will be taken by AI-

powered machines. 

Lastly, the informational AI capability of the United States is mainly related to Big Data 

analytics and open source intelligence processing. The intelligence community of the US plays 

a  vital  role  in  national  security.  Patrick  Tucker(2021)  states  that  the  American  source 

intelligence collection has been equipped with AI systems that have taken jobs of readers at the 

CIA Open Source Center which gather information from articles around the world to monitor 

political  developments  and  emerging  trends.  Furthermore,  the  author  also  mentions  the 

National Geospatial 

Intelligence Agency whose job is to inform mariners around the world about threats such as the 

pirates or new navigation information is being taken by such technology. In addition to these 

agencies, the NSA has used AI in predicting threat analyses. Overall the informational domain 

of  the US AI capability is  strong.With these lessons,  the United States aims to protect  its  

founding principles and lead the world in AI Capabilities. 
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Chapter 4 : Artificial Intelligence and National Security Strategy in China 

The  China  State  Council  came  out  with  the  New  Generation  Artificial  Intelligence 

Development Plan (2017) which is a strategy to integrate AI into society settings.The purpose of this 

thought process is to make China the world leader in AI by 2030. According to Gregory Allen (2019) 

Chinese Leadership believes that being at the forefront of AI is vital for the future of military and 

economic  power  competition.  Moreover,  they  believe  that  China  should  take  the  lead  on  Global 

leadership in AI tech and reduce its vulnerabilities. What this reflects is that the AI has become an 

important aspect for the Chinese National Security where they will try to improve upon all the angles.  

The  ‘Made  in  China  2025’  complements  this  strategy  and  will  seek  to  tool  China  further  into 

evolution. 

4.1 Guiding Ideologies and Principles 

The  Artificial  Intelligence  Strategy  of  China  abides  by  certain  guiding  ideologies  and 

principles.  The  State-Council  believes  that  the  development  ideologies  should  be  multi-pronged. 

Starting  with  AI  integration  in  economy,society  and  national  defence  as  a  primary  preference. 

Secondly, building capacity for scientific and technological innovation. Thirdly, protecting national 

security.  Lastly  but  not  least,  prioritisation  of  building  multiple  clusters  that  includes  knowledge, 

technology,industry and culture. To complement these underlying guiding ideologies, Beijing has also 

developed basic principles in which the Artificial Intelligence Strategy will be pursued. 

1) Technology - Led 

The  first  principle  is  all  about  absorbing  the  global  developments  in  Artificial 

Intelligence.  It  should  be  able  to  identify  the  front  of  Artificial  Intelligence  that  is  most 

beneficial in terms of changing established dynamics and making breakthroughs. This should 

be able to build capacity in the innovation department. 
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2) Systems Layout 

Following the notion of research foundation, the system-layout principle discusses how 

the systematic approach to development in all sections of the society can achieve the target of a  

strategy. In order for AI to fully be integrated into the depths of society, the system layout 

approach is to make sure the integration takes place at all levels. Since China follows a socialist  

system, this approach is of importance for the Chinese leadership as it will connect important  

projects and planning together. 

3) Market-Dominant 

As per the title of the third principle, market-dominant is about letting the market decide 

what application of Artificial Intelligence is vital. Application is stressed here. The consumer 

market which includes companies and buyers must decide what technological line would they 

prefer to play the primary role of products. Alongside, what products must be commercialised. 

The work-force must be trained according to the demand. 

4) Open-Source and Open 

The concept behind Open-Source and Open is that the Chinese leadership believes in 

the promotion of joint innovation and sharing whether it is between the industries or academia 

or production units. They want an open door policy between national defence and economic 

power  houses  so  they  may  jointly  pursue  civilian  innovation  projects  and  technological 

achievements.  Moreover,  Beijing  wants  to  advocate  for  Global  effort  in  research  and 

development so that ethical-usage can be promoted and innovative resources allocation on a 

global scale. 

4.2 Implementation Strategy 
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The  New  Generation  Artificial  Intelligence  Development  Plan  (2017)  of  China  is  a 

comprehensive document that consists of the layout of how the Chinese leadership aims to pursue the 

plan of becoming the world leader of AI by 2030. The document (Graham Webster, Full Translation of  

NGAIDP, 2017) first discusses the three key steps where each step has a timeline and a specific goal. 

Firstly, the Chinese leadership aims by 2020 for China to sustain competitiveness with other major 

powers in the AI market and establish policies/regulations. Within this phase they aim to develop AI  

theories  which  can  track  progress  in  data  collection  and  basic  intelligence.  Secondly,  the 

competitiveness in the AI sector will be recognized by the world as to what China has achieved in 

terms  of  standards,  service  systems,  and  ecological  chains.  Finally,  by  2020,  they  aim to  further 

develop the AI environment by opening up new applications that can establish AI norms followed by  

policies.  By  2025,  it  aims  to  achieve  a  major  breakthrough  in  AI  Theory  and  in  world  leading 

application as stated in the document. Within this stage it also aims to construct and implement ethical 

laws and standards for AI. This is also the stage where China will enter the AI Global Industry as a  

high-value contributor. Manufacturing, intelligent medicine plus cities, agriculture are all the fields in 

which Beijing intends to dominate by 2025. Lastly, by 2030, it aims to become the world innovation 

centre  for  AI.This  phase  will  include  new  generation  AI-theory  and  architecture.  Multiple 

breakthroughs in brain-led developments,  intelligence building, etc.  The AI industry of China will 

become the planet leading level that includes expansion of development in social governance, national 

defence and national security. In addition to all this, China also aims to establish training centres where 

AI technological development can be promoted and innovation. 

Now that the strategic objectives and implementation time-frame has been discussed above, the 

Chinese  leadership  also  believes  in  the  deployment  method  which  is  based  upon  four  key  steps.  

Starting with the idea ‘constructing an open and cooperative AI technology’ which reflects on the idea  

of strengthening AI systems, talent teams and general infrastructure. Moving on, the next focal point is  

increasing  AI’s  characteristics  of  integration  in  the  society  through  maximising  its  potential  by 

encouraging communication and coordination at grass-root levels.  The next deployment method is 

about accepting the change 

of AI in the market and creating an environment by playing the role of enabler rather than regulator. 

This will bring strong attributes to innovation and industrial chain. The last deployment feature is 
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simply acknowledging the role of science and technology where Chinese leadership agree that national  

innovation capability can only be enhanced through scientific breakthrough.This can only be achieved 

when an intelligent  society is  built  that  is  surrounded by state  of  the art  technology.What can be 

understood from the Chinese AI strategy is that their implementation framework is as strong as their 

guiding pillars. 

4.3 AI Capabilities of China 

The overall Chinese capabilities when it comes to Artificial Intelligence still lags behind the 

United States comparatively.Although China holds excellent technology in the field of AI, the United 

States leads the AI Development overall. The Chinese have been working on closing the gap among 

the  two  countries  despite  challenges  such  as  import  of  foreign  knowledge  and  technology 

(Robert,2021). The military AI capability of China in regards to investment is similar to the United 

States however it still lags behind them. Jon Harper (2022) states that the armies of both countries are 

investing heavily in AI capabilities in order to tackle each other in the future conflicts. Although both 

countries may be at par when it comes to budget, China has invested majority in the research and 

development sector and only a fraction of it in applications of AI systems. These applications of AI  

systems in the military can be seen in intelligence analysis, predictive measures, information warfare 

and target recognition (Ryan Fedasiuk,2021). 

In  regards  to  the  economic  AI  capabilities  of  China,  the  Chinese  approach  to  economic 

utilisation of AI is more active than that of the United States. This activism has been shown during the  

post-covid era for economic recovery. For example, Kai Fu Lee (2021) who is the CEO of Sinovation 

Ventures sheds some light on the usage of AI in economic sector by stating that ‘the Chinese economic 

recovery from its short-lived pandemic blip has been boosted by its world beating adoption of AI…

commercial applications are flourishing: a new wave of automation and AI infusion is crashing across  

a swath of sectors, combing software, hardware and robotics’ (p.2). He also provides examples by 

highlighting drones being sent out on fields for agricultural purposes. Overall, the Chinese leadership 

is employing AI for efficiency and productivity which will bring less risk factors 

for workers in the factories. Such measures will give an edge to China and boost their economy for 

strategic growth. 

In terms of informational AI capability, China goes well head to head with the United States 
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due to its sophisticated planning. In the field of analytics, China has a remarkable advantage which 

allows mass data harvesting on domestic and global level (NSCAI, 2022). The reason behind this is  

due to scrutiny of what is being shared online. Cate Cadell (2021) puts it  best by stating that the 

country maintains a country wide network of government data which was developed over the years to 

keep an eye on what is being shared in the public domain for security reasons. The story does not end 

here  only  but  the  Chinese  informational  capability  also  includes  tapping  into  United  States  data 

collection as well. For evidence, Cadell (2021) highlights Chinese state media software programs that 

mines Twitter and Facebook and creates a database of foreign academics and journalists. With all these 

advantages, it  is clearly evident that China’s AI capability is superior and focused mainly on data 

storage domestically and globally, especially the western world. 

Chapter 5: Artificial Intelligence : Opportunities and Challenges for Pakistan 

The vision of 2025 of Pakistan that falls under the banner of Digitizing Pakistan has outlined a 

roadmap  for  the  country  to  integrate  technological  advancements  into  various  different  societal 
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settings. This includes public-private partnerships to enable educational institutions to adapt a flexible  

curriculum to enhance the youth’s understanding of latest  global  technological  trends.  Within this 

vision, the government has launched programs such as the Special Technology Zones Authority, the 

National  Center  of  Artificial  Intelligence etc  to  give  solutions  for  establishing smart  cities,  smart  

cropping, disaster management and others. Yet there seems to be a lack of an Artificial Intelligence 

Strategy to integrate this technology into the domains of National Security. 

5.1 The need for an AI Strategy 

To consolidate the population of 220 million which is swiftly digitising, Pakistan should work 

on the architecture of the technology ecosystem which has developed over the time and rethink on how 

AI integration can facilitate the public and bring an economic boom cycle. An AI strategy needs to be  

constructed, encouraged, and supported to contribute at the national and international level. In order  

for a strategy to be built, there must be a policy at the backhand. Although the Ministry of Information 

Technology and Telecommunication came out with the draft National AI policy in May (2023), the 

essence of strategy is missing. 

The purpose for developing an AI Policy is to create a competitive posture. However, without a 

peculiar roadmap, one can not lead the country towards an Artificial Intelligence revolution with a 

policy. The policy needs guiding principles followed by an ideology which further gives shape to a  

strategy on achieving a set goal. If either of the steps is missing, the jigsaw will crumble. Similarly, 

Pakistan has historically failed to achieve certain goals due to various reasons. These include political 

turmoil, undemocratic regimes, short-term and elite based economics, etc. However, the midst of all  

this lies the absence of strategy in achieving certain goals. By Strategy, we are discussing a roadmap 

on how to  achieve  a  goal  step  by  step.  The  roadmap includes  the  purpose  of  initiating  a  policy 

followed by how it can be 

achieved through specific mentioned steps constructed by experts in the field. For instance the United 

States  AI  policy  known  as  National  Artificial  Intelligence  Initiative  is  backed  by  AI  Strategy 

documents which showcases steps on achieving the pillars. Correspondingly, Pakistan needs an AI 

Strategy that is collectively agreed by civil-military leadership in order to have a proactive stance 

which can be used to tackle crisis on all fronts and keep up with the Global AI trends. The reason 

behind strategizing a policy is to achieve better decision-making, coordination and to provide direction 
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which in this sense is integrating AI into all depths of society.The sole purpose of launching a National  

AI Strategy is to align policy and implementation roadmap together simultaneously in order to stay 

relevant in contemporary developments. Pakistan has already missed out on industrial and information 

revolution (Khaqan Ahmad,2020). Missing out on the AI revolution is compromising the economic 

and national security front. The global competition for AI is growing every day and countries are 

already reaping benefits from implementing AI strategies. The USA and China are great examples 

discussed above. Within our neighbourhood, India has launched its National AI Strategy (2018). It is  

vital to understand that countries which have given significance to national AI strategy will benefit  

from a strategic point on all national power fronts whether it is economic, political, social, governance 

or  others.The most  important  in this  is  the economic front  which AI can drastically improve and 

Pakistan is in desperate needs for the economic boost considering the current economic crunch.It is 

necessary for Pakistan to construct a National AI Strategy. 

5.2 Status of Artificial Intelligence in Pakistan 

According to the Centre for Aerospace and Security Studies, countries around the globe have 

adopted AI practices in multiple spheres. In this backdrop, Pakistan is slowly opening up to integration 

of AI into different sectors of society. This is evident in the shape of National Policies for example the  

National Security Policy (2022-2026), National Cybersecurity Policy (2021), Personal Data Protection 

Act, Digital Pakistan Policy, Pakistan Cloud Policy and Draft National AI Policy (2023). However, it  

is important to realise that these documents have shortcomings and it overlaps on many fronts. Despite  

the  flaws,  Pakistan  also  faces  traditional  and  non-traditional  security  issues  which  hampers  her 

strategic  growth.  From political  turmoil  to  economic  instability  are  few  examples  to  cite.  These 

obstacles stagnate the State’s focus on actual strategic concerns. Thus, the current emerging 

trends of AI in the National Security Paradigm is a wake-up opportunity for the Pakistani leadership to 

realise  its  importance of  securitisation.  It  is  crucial  for  Pakistan to  rethink its  long term strategic 

checklist (Military’s Guide to Artificial Intelligence, 2023). 

The National Cybersecurity Policy (2021) was constructed under the framework of Digitizing 

Pakistan. In terms of Artificial Intelligence application, there is no clear indication on formulating a 

strategy to integrate this tech onto different domains of the society. There are many loopholes in this 

document which reflects on the absence of robustness. For example Amna (ISSI,2021) states that there 

is no proper time limit in policy implementation, the policy text contains risks that were not discussed  
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on how to tackle them and the consequences of this National Policy will  end up as a tug of war 

between  federal  institutions.  What  this  shows  is  that  the  foundation  brick  of  an  Technological 

architecture is weak and due to the weak foundation the idea of advancement of technology, in this 

case AI can not be fully utilised.Furthermore,according to International Institute For Strategic Studies 

(IISS,  2021),  India  has  been  increasing  its  offensive  capabilities  alongside  its  International 

partners.Thus, Pakistan is not immune to cyber attacks and should understand the potential advantages 

of integrating AI in Cyber Security architecture to mitigate such cyber attacks before they even enter  

our algorithm system(Javed, Zeeshan, 2022). 

Technological advancements and innovation have made breakthroughs in multiple domains. 

Artificial  Intelligence  is  a  prime  example  in  this  backdrop.  The  transition  from  automation  to 

autonomous prism is shaping a whole new picture of reality. Hence, Nation-States around the globe  

have securitized this  transition and conceptualised it  in  the shape of  an AI Strategy.According to 

OECD (2021), 69 Countries have so far created their National AI Policy to integrate technology into 

their socio-political framework. As far as Pakistan is concerned, a National AI policy has been pushed 

at various forums from public to private stages. Recently, the Ministry of Information Technology and 

Telecommunication  has  launched  a  Draft  of  National  AI  Policy.  Under  the  banner  of  Digitalize 

Pakistan, this document aims to raise awareness to the public on AI, work on developing the existing 

workforce,  invest  in  R&D,  develop  regulation  framework  and  ethical  practices.  Every  country’s 

National AI strategy have been placed on certain pillars, MoITT have prioritised four elements which 

are Market Enablement, AI Awareness and Readiness, Building a 

Progressive and Trusted Environment and Transformation & Evolution.The launching of National AI 

policy  no  doubt  is  a  positive  manoeuvre  from  the  Ministry.  Transformation  in  the  sectors  of 

Healthcare,agriculture,industry,education  and  what  not  will  make  public  administration  efficient. 

However, it is very important to realise that for a National Policy to be successful, it must have a  

strategy  for  it.Aneel  Salman  (2023)  argues  that  the  Draft  National  Artificial  Intelligence  Policy 

contains  multiple  loopholes.  Given  the  fact  that  this  document  stance  is  all  about  transformative 

foundation when it comes to the country’s integration of advanced technologies, it has shortcomings in 

various domains.Aneel (2023) argues that there is a lack of measurable objectives and clarification.He 

adds explicitly that this policy has an absence of ethical-consideration. However, what is far more 

important than the above finding is the fact that there is an absence of implementing mechanisms. In 

simple terms, there is no clear strategy of integrating AI technology into the multiple sections of the 
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society. Although the policy mentions that AI can enhance the targeted socio-economic aspects such as 

healthcare,  it  does  not  clearly  outline  the  strategy.  Therefore,  this  policy  document  needs  to  be 

revisited so that the above mentioned loopholes may be resolved and a better approach may be seeked 

out. 

Chapter 6 : Conclusion and Recommendations 

It  is  time Pakistani-policy makers  move beyond the  policy making initiative  and work on 

strategic plans for those policies. The country’s leadership understands what problems exist and what 

needs to be done, however the problem occurs when the ‘how’ part gets lost over the years due to 

change in political power or change in economic preferences. The real question is until when can this 

paradigm continue. This study alongside many policy authors believe that Artificial Intelligence offers 

Pakistan a brilliant chance at achieving safety, dignity, prosperity, progress or in a nutshell National 

Security.  It  is  well  comprehended that  Artificial  Intelligence  plays  a  role  of  an  enabler  or  rather  

catalyst  when  it  comes  to  safeguarding  multi-spheres  of  National  Security.  Deriving  from  the 

traditional approach, Artificial Intelligence influence in the military domain can result in autonomous 
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weapons systems such as the Lethal Autonomous Weapons System (LAWS). Another AI contribution 

to the military domain could be improving the defence strategies through predicting self capability. 

Another vital contribution of Artificial Intelligence in the national security paradigm is the economic 

sector. AI has been installed in multiple customer-service related companies in order to provide quality  

services. For instance, chat-bots installed in multiple services based websites. AI does play a crucial  

role  in  the  National  Security  paradigm  due  to  the  benefits  it  brings.  Effectiveness,  efficiency, 

autonomous,  quality  etc  are  features  that  AI  has  to  offer.  This  is  the  reason  behind  securitizing 

Artificial Intelligence into a strategy initiative by many countries. The United States and China are 

great examples that are competing for AI superiority through their strategic focus on it. Both Strategies  

are  led by guiding principles  and pillars  according to  their  domestic  dynamics.  For  evidence,  the  

United States  focus is  more towards constructing a  plan based on pillars  which is  devoted down 

through multiple government agencies with their own strategic plans. While on the other hand, Chinese 

leadership  believes  in  strategic  patience  with  specific  time-frames  meant  to  achieve  certain  goals  

which nevertheless depicts some ambiguity. Despite both powers competing for the leadership position 

in Artificial Intelligence, their respective strategic-focus documents show that AI plays and will play a 

significant role in National Security's future trajectory. In this backdrop, Pakistan's recent launch of 

Draft National Artificial Intelligence Policy showcases objectives, pillars and targets however there are 

multiple shortcomings.This research has briefly highlighted vague objectives, lack of clarity 

in guiding pillars and outlined absence of strategy. The absence of a strategy which is a roadmap for 

implementation is absolutely crucial for any successful policy. Thus this research has provided the 

initiatives  that  should  be  taken to  construct  a  strategy alongside  the  Draft  National  AI  Policy  of 

Pakistan and recommended time-frame with a spectrum of progress to regulate.  These are vital  if 

Pakistan wants to integrate this tech fully into its  socio-economic setting.  This will  not only help 

Pakistan progress but also safeguard its National Security. Thus, it is important to understand that an 

AI Strategy is vital to the core of National Security Strategy making as this technology can bring 

remarkable changes to State’s National Power. 

Recommendations 
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The initiation taken by the Ministry of Information Technology and Telecommunication to 

draft a National Artificial Intelligence Policy is of great admiration. This comprehensive document 

states perfectly on what needs to be achieved. However, the ‘how’ part in this document seems to be 

missing. Pakistan historically has suffered with policies that shun light on papers. When it comes to  

observing the reflection of policies in ground realities, they seem to be artificially created that shows 

absolute demerits. Thus, in order for Pakistan to flex its technological posture, it must equip this Draft 

Policy with a National Artificial Intelligence Strategy. 

6.1 Securitize the scope of Artificial Intelligence 

The sole purpose of constructing an Artificial  Intelligence Policy by the Government is  to 

integrate this technology into the socio-economic realm of the society. However, the draft National AI  

Policy  does  not  fully  showcase  the  roadmap  for  the  implementation.  Nevertheless,  there  are  key 

recommendations that the Pakistan Government may take based on the AI Strategies of other countries 

and this research. First and foremost, Artificial Intelligence scope must be securitized and considered 

as a priority in the National Security apparatus. This subject will then be prioritised accordingly. 

6.2 Realign/Rethink Pillars of the Draft National AI Policy 

Since there are loopholes in the Draft National AI Policy, they must be fixed accordingly. 

Starting with the pillars alignment, the document highlights four pillars which are arranged differently 

at the executive summary portion and then in the policy drivers section. In the executive summary, 

Market Enablement is given priority while in the policy driver section enabling AI through awareness 

and readiness is prioritised as number one. This shows lack of clarity and creates confusion. Thus, the  

Pillars mentioned in the Draft National AI Policy (2023) must be rearranged according to the country’s 

domestic  situation.  For instance,  the first  pillar  is  Market  Enablement which is  not  sustainable as  

Pakistan still faces Digital infrastructure incapability. There are areas around the country which are far-

flung  that  face  difficulties  in  terms  of  internet  connectivity.  Carrying  on  with  the  Technological  
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Advancement in an uneven topography will create a ‘Digital Gap’. Therefore, the first pillar should be  

focused on ‘AI Research and Development’. This pillar should house the idea of awareness, readiness 

and adopting measures in the all socio-economic setting. It should lay a strong foundation to build  

digital infrastructure and create avenues to invest. However, to be able to execute this, Pakistan lacks 

financial resources and a diverse space of experts which leads the country to a dilemma as Pakistan is  

already in a debt cycle both internal and external (Wahid,2023). Nevertheless, the strategy to overcome 

this is not difficult. Pakistan can use its geoeconomic pivot to increase her foreign direct investment. 

For example, China-Pakistan Economic Corridor (CPEC) is a flagship project to lead Pakistan as a 

connectivity hub. Leveraging that, Pakistan can work with China to acquire knowledge and financial 

means to import knowledge and resources to establish digital infrastructures. Similarly, other platforms 

such as the Special Invest Facilitation Council (SIFC) can be utilised in seeking resources to help build  

a strong digital foundation. By digital foundation, this study means establishing internet connectivity 

towers across the country where there are connectivity issues, building Artificial Intelligence Centers,  

providing tools to Schools and Universities, building AI-oriented curriculum, etc. 

6.3 The need for AI Strategy Documents 

For every policy there must be a logical mechanism. For AI to integrate deep into society  

setting, there must be an implementation roadmap or in other word ‘Strategy’. Despite Pakistan's Draft  

National  AI  Policy  indicating  development  agenda  through  mentioning  steps  such  as  creating  a 

National Artificial Intelligence Fund, it does not fully detail how the country can achieve this target 

with  explicit  details.  There  should  be  a  separate  Artificial  Intelligence  Strategy  Document  that 

complements the National AI Policy. The effort for outlining the implementation strategy starting from 

section 5 titled ‘ Policy Implementation & Review’ in the Draft AI Policy must be given separate  

strategic importance through creating a complementary Strategy Document. This should be followed 
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by creation of each strategic initiative roadmap based on four pillars.  For instance,  the Pillar  that 

details  as  Market  Enablement,  the  working  group  designated  for  this  pillar  as  mentioned  in  the 

National AI Policy must create a strategic document that entails how a market enablement pillar can be  

achieved through explicit details. The United States Artificial Intelligence Strategy follows a similar 

roadmap where one of there strategic pillars known as AI Research and Development have created a 

strategic  document  that  shows implementation  roadmap.  This  method  can  help  Pakistan  with  the 

integration as it will reflect on the challenges and opportunities in ground reality. 

6.4 Establishing a Coordination Unit under the Prime Minister’s Leadership 

To further  solidify  the  process  of  implementation  strategy for  Artificial  Intelligence,  there 

should be a unit  that  acts  as  a  management committee as stated in the Draft  National  AI Policy. 

However, since this study argues that Artificial Intelligence is a matter of National Security, this unit  

should be under the Prime Minister Leadership. This way the matter may be looked upon as a priority 

basis.  This  committee  will  be  composed  of  representatives  from  the  National  Security  Division, 

National  Security  Committee,  AI  Experts,  Academians,  Public  Administrators,  civil-society  and 

relevant  stakeholders  from  each  of  the  pillars.  This  unit  will  be  incharge  of  instructing  in-line 

ministries to create AI Strategy for their setting in order to achieve fully AI Adoption. For instance, if  

resources  are  being  pooled  into  education  institutions,  then  the  Higher  Education  Commission 

alongside University Heads must be consulted for an additional Strategy layout to place to achieve 

desired results. But for that, Higher Education Commission must construct their own version of AI 
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Strategy in which engagement, development and communication with the schools and universities will 

be taking place. Moreover, within the unit will be a compromise of an Advisory Committee in which 

experts of AI will advise the Prime Minister on genuine feedback. This will touch base grass-roots 

level. Such implementation progress must then be reported to the committee under the PM. 

Another  example  of  implementation  devolution  may  be  through  the  Ministry  Of  Foreign 

Affairs. The Foreign Office must consider AI technology integration in the Attestation department  

since many people come from far flung areas to get their certificates attested. Creation of an AI-led  

System can cut on costs and provide satisfactory services. Artificial Intelligence Technology can save 

man-power and provide services to the public hassle-free. Similarly, other Government Agencies such 

as the Ministry of Climate Change which can use AI-Tech for identifying climate prones areas and 

mitigate damages through it. They must come out with their own AI Strategy explicitly showcasing 

methods of integrating Artificial Intelligence into their day-to-day duties. For this to be successful, a 

strategic plan from the top must be initiated, preferably from the unit mentioned above. 

6.5 Time-Frame Based Objectives 
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The first  initiative after publishing an AI Strategy Document followed by initiatives by all  

government agencies should be demonstration of a time-frame progress trajectory which will outline 

pillars meant to be attained in a specific deadline. In the Draft National AI Policy, targets within each 

pillar are estimated to be achieved within a certain year. For example, in the document it states that  

target one (public awareness of AI) of pillar: enabling AI through awareness & readiness should be 

achieved by 2026. Spending less than two percent of the GDP on education (Economic Survey of 

Pakistan, 2022-2023) and expecting that the public will be aware of AI by 2026 is not a realistic goal.  

Therefore, keeping the domestic realities in check is vital for the country to achieve a realistic goal.  

This study suggests that the time-frame should be according to the stages of pillars.The first time-

frame should run from 2024-2026 which will lead under the banner of AI Research and Development 

where building the fundamentals such as reliable and quality data services, skilling the workforce and 

digital/physical  infrastructure  will  be  a  priority.  This  can  be  achieved  through  public-private 

partnerships and international alliances.Second stage which would occur from 2026-2028 should be 

about working on AI theory and application. This is where the resources accumulated would be used in 

setting up the National  AI Centres across the country.  On top of  that,  social  participation can be  

promoted through utilising school  and university  curriculum where  youth around the  country  can 

participate  in  innovation  programs.  The  Ministry  of  Higher  Education  Commission  can  lead  that 

project  alongside  with  the  private  partnerships.This  phase  should  be  able  to  reflect  on  few 

breakthroughs towards societal change. They include ongoing training of a skilled workforce, student-

exchange programs, intelligent communication systems integration into the government offices and 

market-oriented AI application.  The last  phase should occur between 2028-2030 which will  be as 

stated in the Draft Policy as Transformation and Evolution stage. During this tenure, AI applications 

should be in mature use across the pivotal sectors of society for instance Education and Healthcare.  

Ethical usage of AI framework should be established by the IT Ministries. This phase should also be 

analysed if there is any room for improvements left in integrating Artificial Intelligence. 

The recommendation above can not bear fruit with the long-term economic crises, thus for 

Pakistan to have a competitive posture in the Global AI trend, it  must fix its  house in order.  All  

channels must be utilised from domestic to diplomatic ones, a whole-of-all government approach is 

necessary.  The  political  and  military  leadership  must  have  a  uniform  attitude  towards  Artificial 

Intelligence integration into the National Security paradigm. 



412

References

 Air Vice Marshal Malik Faheem Ullah (Retd), Anwar Zuhaib. (2022, October 17). Military's guide 

to artificial intelligence by air vice marshal Faheem Ullah Malik (Retd) - CASS publications. CASS. 

https://casstt.com/militarys-guide-to-artificial-intelligence/

 All set to implement 'Cyber security policy' by next year. (2021, September 17). Brecorder. 

https://www.brecorder.com/news/40120703

 Allen, G., & Chan, T. (2017). Artificial intelligence and National Security. Belfer Center for Science 

and International Affairs. https://www.belfercenter.org/publication/artificial-intelligence-and-

national-security

 Artificial intelligence and the future of national security. (2023, June 22). ASU News. 

https://news.asu.edu/20210310-solutions-asu-artificial-intelligence-and-future-national-security

 Artificial intelligence is powering politics – but it could also reboot democracy. (2023, July 28). the 

Guardian. https://www.theguardian.com/commentisfree/2023/jul/28/artificial-intelligence-powering-

politics-reboot-democracy

 Baylis, J. (2020). The globalization of world politics: An introduction to international relations. 

Oxford University Press, USA. 

 C.Allen, Gregory. (2019). Understanding China AI Strategy. Cloud Object Storage – Amazon S3 – 

Amazon Web Services. https://s3.amazonaws.com/files.cnas.org/documents/CNAS-Understanding-

Chinas-AI-Strategy-Gregory-C.-Allen-FINAL-2.15.19.pdf?mtime=20190215104041

 Cache://(www.accenture.com/us-en/insights/artificial-intelligence-summary-index - Google search. 

(n.d.). (https://www.accenture.com/us-en/insights/artificial-intelligence-summary-index

 Cyber capabilities and national power: A net assessment. (2021). IISS. 

https://www.iiss.org/research-paper//2021/06/cyber-capabilities-national-power

 Dr.Parker Lynne, Director of the National AI Initiative Office, Deputy United States Chief 

Technology Office. (2022, June 29). National Artificial Intelligence Initiative,United States Patent 



413

and Trademark Office. https://www.uspto.gov/sites/default/files/documents/National-Artificial-

Intelligence-Initiative-Overview.pdf. https://www.uspto.gov/sites/default/files/documents/National-

Artificial-Intelligence-Initiative-Overview.pdf

 Duda, M. (2021). Disruptive Technology and American Influence in the Coming Decade. 72nd 

Student Conference on US Affairs. 

https://s3.amazonaws.com/usmamedia/inlineimages/academics/academic_departments/

social_sciences/SCUSA/72%20Table%20Papers/SCUSA%2072%20Theme%20Paper.pdf

 ELECT COMMITTEE ON ARTIFICIAL INTELLIGENCE of the NATIONAL SCIENCE AND 

TECHNOLOGY COUNCIL. (2023, May). NATIONAL ARTIFICIAL INTELLIGENCE RESEARCH 

AND DEVELOPMENT STRATEGIC PLAN 2023 UPDATE. The White House. 

https://www.whitehouse.gov/wp-content/uploads/2023/05/National-Artificial-Intelligence-Research-

and-Development-Strategic-Plan-2023-Update.pdf

 Everything you need to know about AI in customer service. (2023, July 19). Salesforce. 

https://www.salesforce.com/blog/customer-service-ai

 Full translation: China's 'New generation artificial intelligence development plan' (2017). (2021, 

October 1). DigiChina. https://digichina.stanford.edu/work/full-translation-chinas-new-generation-

artificial-intelligence-development-plan-2017/

 The gospel: Israel turns to a new AI system in the Gaza war. (2023, December 9). Al Jazeera. 

https://www.aljazeera.com/program/the-listening-post/2023/12/9/the-gospel-israel-turns-to-a-new-ai-

system-in-the-gaza-war

 Harari, Y. N. (2017). Reboot for the AI Revolution. Nature, 550(7676), 324–327. 

https://doi.org/10.1038/550324a

 Harper, J. (2022). China Matching Pentagon Spending on AI. National Defense. National Defense 

Magazine | NDIA's Business & Technology Magazine. 

https://www.nationaldefensemagazine.org/articles/2022/1/6/china-matching-pentagonspending-on-ai



414

 Holmes, Kim R. (2015). What Is National Security? The Heritage Foundation. 

https://www.heritage.org/sites/default/files/2019-

10/2015_IndexOfUSMilitaryStrength_What%20Is%20National%20Security.pdf

 Holmes, Kim.R. (2015). What Is National Security? The Heritage Foundation. 

https://www.heritage.org/sites/default/files/2019-

10/2015_IndexOfUSMilitaryStrength_What%20Is%20National%20Security.pdf

 How AI is Used in Fraud Detection – Benefits & Risks. (n.d.). datadome.co. 

https://datadome.co/learning-center/ai-fraud-detection

 How China is using AI to fuel the next Industrial Revolution. (2021, August 11). Time. 

https://time.com/6084158/china-ai-factory-future/

 The implications of artificial intelligence for National Security Strategy. (2022, March 9). Brookings. 

https://www.brookings.edu/articles/the-implications-of-artificial-intelligence-for-national-security-

strategy/

 Javed, Zeeshan. (2022). The role of artificial intelligence in the enhancement of cyber security of 

Pakistan. Journal of Contemporary Studies. https://jcs.ndu.edu.pk/site/article/view/188

 Laverick, R. (n.d.). Artificial intelligence and national security. IdeaExchange@UAkron. 

https://ideaexchange.uakron.edu/honors_research_projects/1526

 Liu, Hin-Yan & Maas, Matthijs & Danaher, John & Scarcella, Luisa & Lexer, Michaela & Van 

Rompaey, Léonard. (2020). (2020). Artificial Intelligence and Legal Disruption: A New Model for 

Analysis. ResearchGate | Find and share research. 

https://www.researchgate.net/publication/342774266_Artificial_Intelligence_and_Legal_Disruption_

A_New_Model_for_Analysisnd

 Mingst, Karen A. (2017). Essentials of International Relations. 

https://hostnezt.com/cssfiles/internationalrelations/Essentials%20of%20International%20Relations%

20Eighth%20Edition%20By%20Karen%20A.%20Mingst.pdf



415

 Mohammed, Shuaibu. (2016). (2016). The Concept of Security and the Emerging Theoretical 

Perspectives. ResearchGate. 

https://www.researchgate.net/publication/339676247_THE_CONCEPT_OF_SECURITY_AND_TH

E_EMERGING_THEORETICAL_PERSPECTIVES

 National Security Policy, NSD. (n.d.). DND - Dispatch News Desk | Latest News from Pakistan. 

https://dnd.com.pk/wp-content/uploads/2022/01/National-Security-Policy-2022-2026.pdf

 NSCAI GOV. (2022). NSCAI Final Report. Table of Contents - NSCAI Final Report. 

https://reports.nscai.gov/final-report/chapter-1/

 OECD’s live repository of AI strategies & policies. (n.d.). The OECD Artificial Intelligence Policy 

Observatory - OECD.AI. https://oecd.ai/en/dashboards/overview

 Prof.Saini, Neha. (n.d.). ARTIFICIAL INTELLIGENCE & ITS APPLICATIONS. 

https://www.ijrti.org/papers/IJRTI2304061.pdf

 Rafiq Aamna. (2021). The National Cybersecurity Policy of Pakistan. https://issi.org.pk/wp-

content/uploads/2021/10/IB_Aamna_Oct_15_2021.pdf

 Roberts, H., Cowls, J., Morley, J. et al. (2021). The Chinese approach to artificial intelligence: an 

analysis of policy, ethics, and regulation. AI & Soc 36, 59–77 (2021) . 

https://doi.org/10.1007/s00146-020-00992-2

 The U.S. can improve its AI governance strategy by addressing online biases. (2022, May 16). 

Brookings. https://www.brookings.edu/articles/the-u-s-can-improve-its-ai-governance-strategy-by-

addressing-online-biases/

 United Nations. (n.d.). National security versus global security. 

https://www.un.org/en/chronicle/article/national-security-versus-global-security

 US GOV. (2023). NATIONAL ARTIFICIAL INTELLIGENCE RESEARCH AND DEVELOPMENT 

STRATEGIC PLAN. The White House. 

https://reports.nscai.gov/final-report/chapter-1/


416

https://www.whitehouse.gov/wp-content/uploads/2023/05/National-Artificial-Intelligence-Research-

and-Development-Strategic-Plan-2023-Update.pdf

 What is artificial intelligence and how does AI work? TechTarget. (2023, July 10). Enterprise AI. 

https://www.techtarget.com/searchenterpriseai/definition/AI-Artificial-Intelligence

 Khaqan Ahmad. (2019, February). Need for National Artificial Intelligence Strategy for Pakistan. 

Centre for Strategic and Contemporary Research. https://cscr.pk/pdf/perspectives/Need-for-National-

AI-Strategy.pdf

 Oh, P. (2019, June 13). Incorporating Artificial Intelligence: Lessons from the Private Sector. U.S. 

Army War College. https://warroom.armywarcollege.edu/articles/incorporating-artificial-

intelligence-privatesector/

 Szczepański, M. (2019, July 7). Economic impacts of artificial intelligence (AI). 

https://www.europarl.europa.eu/RegData/etudes/BRIE/2019/637967/EPRS_BRI(2019)637967_EN.p

df. 

https://www.europarl.europa.eu/RegData/etudes/BRIE/2019/637967/EPRS_BRI(2019)637967_EN.p

df

 Hadi, S. A. (2020, April 17). The global expansion of AI surveillance report: A critical appraisal for 

South Asia. Centre for Strategic and Contemporary Research. https://cscr.pk/explore/themes/defense-

security/the-global-expansion-of-ai-surveillance-report-a-critical-appraisal-for-south-asia/

 Bipartisan Policy Center. (2020, June). Artificial Intelligence and National Security. 

https://bipartisanpolicy.org/download/?file=/wp-content/uploads/2020/07/BPC-Artificial-

Intelligence-and-National-Security_Brief-Final-1.pdf

 Congressional Research Service. (2020, November 10). Artificial Intelligence and National Security. 

FAS Project on Government Secrecy (1991-2021). https://sgp.fas.org/crs/natsec/R45178.pdf

 AI.GOV. (2021, January 1). National AI Initiative Act of 2020. CyberCemetery - UNT Digital 

Library. https://cybercemetery.unt.edu/nscai/20211005220351/https://www.ai.gov/



417

 Tucker, P. (2021, April 21). Spies like AI: The future of artificial intelligence for the US intelligence 

community. Defense One. https://www.defenseone.com/technology/2020/01/spies-ai-future-artificial-

intelligenceus-intelligence-community/162673/

 (2021, April 23). National Artificial Intelligence Initiative. https://www.ai.gov/

 NSCAI 2021 final report. (2021, May 4). NSCAI. https://www.nscai.gov/2021-final-report/

 MoITT Gov of Pak. (2021, July). National Cyber Security Policy 2021. https://moitt.gov.pk/. 

https://moitt.gov.pk/SiteImage/Misc/files/National%20Cyber%20Security%20Policy%202021%20Fi

nal.pdf

 Marr, B. (2021, July 13). What is the impact of artificial intelligence (AI) on society? Bernard Marr. 

https://bernardmarr.com/what-is-the-impact-of-artificial-intelligence-ai-on-society/

 Cadell, C. (2021, December 31). China harvests masses of data on western targets, documents show. 

The Washington Post. https://www.washingtonpost.com/nationalsecurity/china-harvests-masses-of-

data-on-western-targets-documentsshow/2021/12/31/3981ce9c-538e-11ec-8927-

c396fa861a71_story.html

 Salamat, S. (2022, July 22). Youth bulge in Pakistan — Asset or liability? Daily Times. 

https://dailytimes.com.pk/970121/youth-bulge-in-pakistan-asset-or-liability/

 National Security Strategy. (2022, October 12). The White House. https://www.whitehouse.gov/wp-

content/uploads/2022/10/Biden-Harris-Administrations-National-Security-Strategy-10.2022.pdf

 Office, U. S. G. A. (2023, January 23). How artificial intelligence is transforming national security. 

U.S. Government Accountability Office (U.S. GAO). https://www.gao.gov/blog/how-artificial-

intelligence-transforming-national-security

 Advantages of using ChatGPT. (2023, March 3). Admin. Informative Blogs for Engineering 

Management Students - Sandip University. https://www.sandipuniversity.edu.in/blog/what-are-the-

advantages-of-using-chatgpt/



418

 Amarjit Sen, A. (2023, March 28). The impact of artificial intelligence on society: Opportunities, 

challenges, and ethical considerations. LinkedIn. https://www.linkedin.com/pulse/impact-artificial-

intelligence-society-opportunities-challenges-sen?

utm_source=share&utm_medium=member_ios&utm_campaign=share_via

 MoITT. (2023, May). National Artificial Intelligence Policy. 

https://moitt.gov.pk/SiteImage/Misc/files/National%20Cyber%20Security%20Policy%202021%20C

onsultation%20Draft(1).pdf

 The White House. (2023, May 23). FACT SHEET: Biden-Harris administration takes new steps to 

advance responsible artificial intelligence research, development, and deployment. 

https://www.whitehouse.gov/briefing-room/statements-releases/2023/05/23/fact-sheet-biden-harris-

administration-takes-new-steps-to-advance-responsible-artificial-intelligence-research-development-

and-deployment/

 Cassienstxl. (2023, June 23). How artificial intelligence is changing the future of military defense 

strategies. NSTXL. https://nstxl.org/how-artificial-intelligence-is-changing-the-future-of-military-

defense-strategies/

#:~:text=AI%20can%20bridge%20gaps%20in,support%20systems%20are%20more%20enhanced

 Salman, A. (2023, July). Decoding Pakistan’s National AI Policy. IPRI – Islamabad Policy Research 

Institute – Research | Innovation | Dialogue | Policy. 

https://ipripak.org/wp-content/uploads/2023/07/Policy-Analysis_Decoding-AI-Policy-2023.pdf

 Hitch, J. (2023, August 1). All AI dashcams the true winner in technology comparison study. Fleet 

Maintenance. https://www.fleetmaintenance.com/equipment/safety-and-technology/article/

53067625/study-shows-which-ai-dashcam-best-for-trucking-fleets

 Wahid Abdul IMF PMF BLOG. (2023, August 23). Pakistan's Debt Dilemma. https://blog-

pfm.imf.org/en/pfmblog/2023/08/pakistan-s-debt-dilemma. 

https://blog-pfm.imf.org/en/pfmblog/2023/08/pakistan-s-debt-dilemma



419

 Harnessed lightning. (2023, August 30). Center for Security and Emerging Technology. 

https://doi.org/10.51593/20200089

 European Commission. (2023, September 12). Changing security paradigm. Knowledge for policy. 

https://knowledge4policy.ec.europa.eu/changing-security-paradigm_en

 The White House. (2023, October 30). Executive order on the safe, secure, and trustworthy 

development and use of artificial intelligence. 

https://www.whitehouse.gov/briefing-room/presidential-actions/2023/10/30/executive-order-on-the-

safe-secure-and-trustworthy-development-and-use-of-artificial-intelligence/

 Daley, Sam. (2023, November 23). 37 Artificial Intelligence Examples Shaking Up Business Across 

Industries. https://builtin.com/artificial-intelligence/examples-ai-in-industry. 

 Manning  Christopher.  (2024,  September).  Artificial  Intelligence  Definitions.  Stanford  HAI. 

https://hai.stanford.edu/sites/default/files/2020-09/AI-Definitions-HAI.pdf


